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Claranet provides its customers with AnubisNetworks' 
email security service, the MPS-Mail Protection Service 
for Service Providers, for filtering and risk and threat 
management in the corporate email.

This service allows its corporate customers the 
customized security management, by integrating the 
MPS with any email platform, whether or not 
hosted/serviced by Claranet . It also allows 24x7 
proactive support and monitoring, which results in a 
safer solution and higher productivity for its customers.

Organization: CLARANET PORTUGAL
Sector: ISP/Managed Service Provider
Location: Lisbon, Portugal
Solution: MPS SP- Mail Protection Service for Service Providers

Founded in 1996, Claranet evolved from an innovative and pioneering ISP (Internet Service Provider), and it is today 
an independent, market leader Managed Services Provider.
 
Claranet provides managed Hybrid IT services, in the areas of Hosting, Public Cloud, Networks, Applications, 
Security and Workplace. Today it has more than 1,800 employees in 8 countries (United Kingdom, Portugal, Brazil, 
France, Germany, The Netherlands, Spain, and Italy), 21 offices and 37 data centers, of which 5 in Portugal.

Claranet was recognized as Leader in the Gartner Magic Quadrant for Managed Hybrid Cloud Hosting, in Europe 
(2017), for the fifth consecutive year. 

THE CHALLENGE OF PROVIDING AN EFFICIENT EMAIL SECURITY SERVICE

In this long-standing partnership of excellence Claranet, 
using its systems architects and other teams, ensures 
joint efforts with AnubisNetworks' technical teams in 
order to build the ideal Email Security solution, with 
high availability, information privacy, and an engaging 
service to ensure Claranet customers, the safeguard of 
the entire corporate email ecosystem. 

"The AnubisNetworks' solution is paramount for us to be a considerable and efficient 
player in the area of Email Security, meeting the strict quality criteria that we establish in 
the service provided to our customers." 

Pedro Barbosa
Head of Cybersecurity of Claranet Portugal
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The AnubisNetworks' Mail Protection Service for Service Providers solution:

 

The AnubisNetworks's MPS SP solution is an e-mail security platform intended for complex environments and has 
been designed from scratch to meet the specific needs of Telecom Operators and MSSPs.

The MPS Multitenant architecture allows ISPs to offer SaaS email security solutions, either from clusters located on 
its premises or through third-party clouds. These security services can be delivered to end consumers directly or 
through resellers and hosted partners, which contributes to the expansion of security services portfolio and the 
breadth of channel/OEM partners.

 

Main Benefits of Claranet Portugal:

Protection of its Customers 
By ensuring that only legitimate emails are received and 
sent (important for the reputation management) and 
when configuring quota management, control and 
anti-botnet and anti-fraud functionalities, the MPS 
ensures the secure operation of companies' email 
ecosystem. In addition to this factor, the MPS ensures 
the appropriate availability and resilience for companies 
concerned with their email systems.

Increase Productivity of Claranet and its customers. 
By optimizing the helpdesk operations, with delegated 
or centralized multitenant management, and with control 
of security mechanisms and management of 
personalized messages to different domains and users.  
For client companies' end-users are given various ways 
to manage the quarantine, namely through a web 
interface or simple periodic email digests.

Reduction of costs
With a transparent business model supported by a solid 
platform and with long-term advantages that include, for 
example, free upgrade of the software version, this 
solution is easily scalable and evolves with the 
infrastructure and the number of customers.

FIND OUT MORE ABOUT OUR E-MAIL SECURITY SOLUTIONS IN:
HTTPS://WWW.ANUBISNETWORKS.COM/PRODUCTS/EMAIL-SECURITY


